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“The HuNpan Element: The Biggest CyberSecurity Vulnerability in the 21gf Century
Workplace

Elliott Lynn - Mgerican Public University
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Biography
Elliott Lynn - Mgerican Public University

Elliott Lynn has over ®@Wyears of professional experience in thg ormation Security and

Technology field, with more tp4 pftrosT=—res e {d supervising various types of
information technology relatedy{ LT!.'. -ﬂﬂ.ﬁﬂ.‘.ﬂ!‘ g Bl 10 years as the Director of
Information Technology for a nj " o e h&turing firm, before transitioning

as the Team lead of the Biome il L6 P ruz . t of Defense, and an Assistant
Division Director for the Newfle®sehy imay @ *5 ology before settling in to my
current position as Full Time iy . b prsity for ISSC graduate level
programs. In all three of those %¢ : is NN 8t f information technology was

critical and effective to the sucgbgs [df jgerti W e served. He has the unique
characteristic of having Inforfhflio 3 N, vate Industry, Federal, and
State Government organizatio Se Acquisition Certification in
Information Technology Manapé L attainable certification (and
requirement for all Senior ExecufiVe awardedy b thE @3 ARMY.

1} Anagement with a specialization
listration with a specialization in
' rlt dthe diverse fields of study while
‘w c¢ nf ighp@ht of business and information

His educational background indfudes . I 'Organ z;{tion nr[
in Information Technology as wb A f Buginess Ad
Information Technology Manage

possessing the technical compet]
security and technology that tie

DI’

Publications include Digital Divie] ok [ |} The Quality Online Learning
Experience (Q.0.L.E) 2011, and THe urement and Metrics in State
Government 2011
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“Mobile §¢gcurity & Internet of Everything”
Daniel Benj&in - American Public University
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&ate of the prestigious Indian Institute of Technology (IIT). Hed#as over twenty years
ation Technology and Management education apé®nsulting solutions in the
PPnate, the Department of Defense

telclude the White Hoyse e LS e#
oD hERERE DD REigration (FAA), and the Department
’

bt the Federal Information Systems
e Committee of the Association of
plso published/presented papers
[Jr Computer Information Systems

(DoD), the Department of Treasur
of Education DoEd).

Security Educators Association (F
Computing Machinery (ACM) S
related to Learning Management Sy
(IACIS) and the Information Syste

#YEM), Mr. Benjamin directs the
yte programs, and over 250 courses
PN\ation Technology, Mathematics,
7 Progra irpgt % 2 Faculty Directors, and over
d teac fve 5004 udent registrations in over 250
courses. He maintains a high leve in fhe currigufum gnd jthg#Classrooms in his school and uses
educational technologies to maxi earning Commission approved his
proposals for undergraduate Infgrjpdti ¢ Nnformation Systems Security, and
graduate Information Technology § ighYin the graduate program are IT
Project Management, Informatio ]l) Pnisics.

400 part-time & full-time faculty j

He authored books on Java and Or3
McGraw-Hill/ Oracle Press. He mad
contract awards. He developed IT ¢
Assessment (LOA) Architectures.

Press (formerly Ziff-Davis) and
ive resulted in multi-million dollar
iy multi-tiered Learning Outcomes

He established successful Inforg af_T- hn logy, Businebes ProcesygReengineering, Technology, and
Educational practices at varioy or excellence. His practices and
contract awards realizedg#¥er 25 Million dollars in revenues. His various roles in®wgded Vice-President, Chief
Academic Officer (CAQ), and Chiel Technology Officer (C10); he 1s currently Vice-President and Dean of
the School of Science, Technology, Engineering and Math at APUS.

He facilitated various management and Joint Application Design (JAD) workshops. He is a certified F.A.S.T.
Facilitator and a certified Project Management Professional (PMP). He is also an excellent instructor and uses
humor effectively to communicate the principles of developing Information Technology and Management
solutions.
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“How DACyber Weapons Affect Strategic Stability?”
Clay WilsotNg American Public University
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Clay WilsoMg American Public University

Dr. Clay Wilson is™gogram Director of Cybersecurity Studies at the Amerijg#fi Public University
System. The CybersecuMsgprogram emphasizes a multi-disciplinary a#ffToach and examines the

complexity of cybersecurity maljas . . motewerw . Dr. Wilson was past Program
Director of Cybersecurity Polic ‘J' 0,0 & 5.8, 0 8 80V 5B BR ersity College. Prior to that, Dr.
Wilson was a researcher at ""”' 'u.\ B \ice where he analyzed cyber
intelligence reports for the U.S. Zgre U s ,“ o technology topics such as net-
centric warfare, cybersecurj 4 n oS )ctic pulse, and the related
vulnerabilities of high-technplggy | |n}i§ee A ‘*- alonal critical infrastructures.
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Dr. Wilson is a member of the Zandl 0 Wt (prnational Working Group, an
organization that studies non- l(l fef AN s. He has moderated panels
for the National Nuclear Securi\yqdpjiyi i § KT for Cyber Weapons in Como,
[taly, and has presented at the Cijiha
also presented at the US Defeglde {
Defense University on the topic pf cy]
cyber capabilities of terrorist {gfqupp. while {ligyhg abroad in the United Arab
Emirates involved research fo eT ij govérnmen§ dnf fcomputer security and network
technology for defense and 4ksis ent.f flis PhD] flkom George Mason University
concentrated on Protection of jhtilef ty.

\

Myt Association in Beijing. He has
! Wcademy, at the US National
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